Evidencia de la aplicacion de las medidas para proteger la informacion de los equipos que salen de las
instalaciones del monedero.

4.2.1 Debe de actualizar alguna herramienta de cifrado de unidad de almacenamiento.
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4.2.1.1 Herramienta de conexion segura mediante FortiClient VPN desde los puntos externos a la red
corporativa.

S FortiClient - Zero Trust Fabric Agent - X

File Halp

VPN Connected

o~
JER—

VP Name Enerser
P Address 1021213425
Usermame rrocha
Duration 00:02:39
Bytes Received 2.7 MB
Bytes Sent 78546 KB

Disconnect

11572 m
» ¢ [Jax® zmmg



4.2.2 Deberan estar protegidas por algin antivirus actualizado en este caso Sophos Antivirus
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4.2.3 Deberdn estar bajo una politica que anule medios de almacenamiento extraible o deshabilite la
auto ejecucion de archivos.
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4.2.4 Deberan estar bajo una politica de equipo corporativo.
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